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 BrigadE miSSion
ConduCt strategiC and expeditionary network operations for the Landwarnet to 
enabLe mission Command by providing assured enterprise serviCes to operationaL forCes 
during Joint and unified Land operations. 

our ViSion
to be the army’s premier team of trusted professionaLs, who extends innovative 
Cyber network soLutions to enabLe mission Command aCross the gLobe.

our ValuES
rooted within the army vaLues, we are a team of teams [teamwork] that are 
responsive to our mission and our peopLe and provide reLiabLe CommuniCations to our 
Joint and army users on a 24/7 basis.  we are aCCountabLe for our missions, our 
equipment and our soLdiers, CiviLians and famiLies.  we are Competent Cyber warriors 
and win at everything we do.  we are one team, we are army strong!  

“VoiCE oF thE paCiFiC ~ onE tEam!”

brigade Commander

ofC:  808-438-1010     
bb:    808-285-2429   
 iph:  240-278-3260

brigade Csm
ofC:  808-438-8265     
bb:   808-687-0504 

regionaL Cyber

Center paCifiC direCtor

ofC:  808-438-1616    
bb:    808-223-8756   

Center sgm
ofC:  808-438-0340    
bb:   808-223-3193 

hawaii network

enterprise Center

30th signaL bn Cdr
ofC:  808-656-3060     
bb:    808-225-8722

30th signaL bn Csm
ofC:  808-656-8045

Japan network 
enterprise Center

78th signaL bn Cdr
ofC:+8146407-3100     
bb:+8180-1008-0633   

78th signaL bn Csm
ofC:+8146407-4507    
bb:+8180-1008-0436

307th exp sig bn Cdr
ofC:  808-654-5226    
bb:    808-225-4361

307th exp sig bn Csm
ofC:  808-653-0275
bb:    808-225-4375

aLaska network 
enterprise Center

59th signaL bn Cdr
ofC:  907-384-5906     
bb:    907-952-0896

59th signaL bn Csm
ofC:  907-384-0011
bb:    907-952-0950



EnaBling miSSion Command For thE paCiFiC!

“EVEry day thE EnEmy iS 
opErating in our CyBEr 
EnVironmEnt, proBing and 
inFiltrating our pErimEtEr.”  

gEn VinCEnt k. BrookS, uS army paCiFiC

proteCt our networks

it is your responsibiLity to ensure the 
proteCtion of our networks, information, 
and peopLe, through inCreased information 
assuranCe training, improved 
CyberseCurity praCtiCes, and appropriate 
risk management.

you are the first Line of defense

be vigiLant against phishing attaCks by verifying  
the LegitimaCy of aLL e-maiL messages

keep your work and home Computers patChed 
and anti-virus/firewaLLs updated

don’t use personaL mobiLe deviCes for 
offiCiaL business

safeguard your CaC and sipr pki token

report inCidents of suspeCted seCurity breaCh-
es, information spiLLage and unauthorized 
disCLosure of personaL identifiabLe information

pmCs your workstation

remove oLd fiLes and CLean-up your inbox

baCk-up important information

aLLow operating system and program patChes to 
run; have a buddy assist when on tdy/Leave

sCan aLL media for maLware

seCure your workstation

aLaska Customer support:  
907-384-5948 (Jber)
907-353-5948 (ft wainwright)
907-873-5948 (ft greeLy) 

hawaii Customer support:  
808-655-2200

Japan Customer support:  
+81464077878 (Cp zama)
+816117413277  (okinawa)
 
enterprise Customer support:  
808-438-7999
brigade operations: 
808-438-1223
808-429-0768

train our team

Army IA One-StOp ShOp:
httpS://InfOrmAtIOnASSurAnce.uS.Army.mIl

Army cyber cOmmAnd:
http://Arcyber.Army.mIl/cyber-AwAreneSS.html

Army trAInIng And certIfIcAtIOn trAckIng 
SyStem (AtctS): httpS://Atc.uS.Army.mIl/

dOd cyber AwAreneSS chAllenge:
http://IA.SIgnAl.Army.mIl/dOdIAA/defAult.ASp

“wE arE no longEr a nEtwork EnaBlEd ForCE, 
wE arE a nEtwork dEpEndEnt ForCE.”  

uS army Signal CEntEr

sCan your seCtor

516th Signal BrigadE

use best praCtiCes

-exerCise Caution when aCCesing pubLiC hotspots
-do not exChange home and work Content
-be Cognizant of deviCe trust LeveLs
-be wary of storing personaL information on the 
internet
-take preCautions on soCiaL networking sites
-enabLe the use of ssL enCryption
-foLLow e-maiL best praCtiCes
-proteCt passwords
-avoid posting photos with gps Coordinates


